# 64

Nº:

SOLICITUD CREACION REGLAS FIREWALL

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Fecha de Solicitud:** | |  | | | **Fecha de Activación:** | |  | | |
| **Fecha de Habilitación/ Inhabilitación:** | |  | | | **Fecha de deshabilitacion:** | |  | | |
|  | | | | | | | | | |
| **Datos de la persona que Aprueba(Gerente de Área):** | | | | | **Usuario Solicitante:** | | | | |
| **Nombre y Apellido :** | |  | | | **Nombres y Apellidos Completos:** | | |  | |
| **Funcionario Gerente del Área:** | |  | | | **Cargo:** | | |  | |
| **Sucursal/Agencia:** | |  | | | **Sucursal/Agencia:** | | |  | |
| **Departamento:** | |  | | | **Departamento:** | | |  | |
| **Acción Solicitada:** | | | | | | | | | |
| **Creación Eliminación Habilitación Inhabilitación Modificación** | | | | | | | | | |
|  | | | | | | | | | |
| **Acceso Definitivo** | | | | Justificación: | | | | | |
| **Acceso Temporal** | | | | | | | | | |
| **No. Regla** | **Descripción de la Regla:** | | | | | | | | **VPN** |
| 1 |  | | | | | | | | **SI NO** |
|  |  | | | | | | | | **SI NO** |
|  |  | | | | | | | | **SI NO** |
|  |  | | | | | | | |  |
| **Datos del Origen:** | | | | | | | | | |
| **No. Regla** | **Dirección IP** | | **Nombre del**  **Equipo** | | | **Detalle del Origen** | | | |
|  |  | |  | | |  | | | |
| 1 |  | |  | | |  | | | |
|  |  | |  | | |  | | | |
|  |  | |  | | |  | | | |
|  |  | |  | | |  | | | |
|  |  | |  | | |  | | | |
| **Datos del Destino:** | | | | | | | | | |
| **No. Regla** | **Dirección IP** | | **Nombre del**  **Equipo** | | | **Detalle del Destino** | | | |
| 1 |  | |  | | |  | | | |
|  |  | |  | | |  | | | |
|  |  | |  | | |  | | | |
| **Servicio:** | | | | | | | | | |
| **No. Regla** | **Puerto** | | **Servicio** | | | | | | |
| 1 |  | |  | | | | | | |
|  |  | |  | | | | | | |
|  |  | |  | | | | | | |
| **No. Regla** | **Detalle del Servicio de cada uno de los puertos:** | | | | | | | | |
| 1 |  | | | | | | | | |
|  |  | | | | | | | | |
|  |  | | | | | | | | |
| **Aprobación del área de Redes:** | | | | | | | | | |
| **Fecha Revisión** | | | **Comentarios** | | | | | | |
|  | | |  | | | | | | |
|  | | |  | | | | | | |
|  | | |  | | | | | | |
| **Aprobación Seguridad Informática:** | | | | | | | | | |
| **Descripción de la Regla:** | | | | | | | | | |
|  | | | | | | | | | |
|  | | | | | | | | | |

**VPN – Firewall.**

**Instrucciones.**

**Llenar este formulario para establecer VPN y Conexiones de Firewall**

**Sección 1.**

**Información de Contacto VPN:**

| VPN Información Contacto | | Banco Bolivariano Contacto Técnico | Contacto Técnico del Cliente |
| --- | --- | --- | --- |
| Primaria | Nombre | **David Cevallos** | Luis Alvarez C |
| Dirección de Correo | dcevallos@bolivariano.com | lalvarezce@atimasa.com.ec |
| Teléfono | 2305000 Ext. 2377 | 0958885739 |
| Teléfono Celular |  |  |
| Teléfono Alternativo o Chat |  |  |
| Secundaria | Nombre | Carlos Alejandro | Jefferson Paredes |
| Dirección de Correo | calejandro@bolivariano.com | jparedesce@primax.com.ec |
| Teléfono | 2305000 Ext. 2262 | 0999280986 |
| Teléfono Celular |  |  |
| Teléfono Alternativo o Chat |  |  |

**Section 2.**

**Información del Dispositivo VPN:**

| Información del dispositivo entrada VPN | Banco Bolivariano Dispositivo VPN | Dispositivo del Cliente VPN |
| --- | --- | --- |
| Nombre / FQDN |  |  |
| Dirección IP | 64.76.196.34 | 200.24.198.190 |
| Descripción del Dispositivo VPN | Checkpoint firewall | Fortigate 100E |
| Versión del Dispositivo VPN |  |  |
| Dominio Encriptación (Network/Mask) |  |  |

**Sección 3.**

**Información Técnica de VPN:**

| Propiedades Tunel | | Banco Bolivariano VPN Device | Primax Comercial del Ecuador |
| --- | --- | --- | --- |
| Fase1 | Método de Autenticación | Pre-Shared Key | ak8sjqMv8b |
| Esquema de Encriptación | IKE | IKE |
| Grupo Diffie-Hellman | Group 2 | Group 2 |
| Algoritmo de Encriptación | 3DES | 3DES |
| Algoritmo Hashing | SHA-1 | SHA-1 |
| Main or Aggressive Mode | Disable | Disable |
| Tiempo (de renegociación) | 86400 seconds | 86400 seconds |
| Fase2 | Encapsulamiento (ESP or AH) | ESP |  |
| Algoritmo de Encriptación | AES | AES 128 |
| Algoritmo de Autenticación | SHA-1 | SHA-1 |
| Perfect Forward Secrecy | NO PFS | NO PFS |
| Tiempo (de renegociación) | 3600 seconds | 3600 seconds |
| Tiempo en KB (de renegociación) |  |  |
| Key Exchange For Subnets? | Yes |  |

**Sección 4.**

**Información NAT:**

Marque por favor la información siguiente de NAT\* para establecer la transacción entre dos extremos. (\*) NAT - conversión de dirección de red.

|  |  |  |  |
| --- | --- | --- | --- |
| Información de Dirección | **Para ser Utilizado(5)** | **NAT Método(6)** | **Servicio (port)** |
| **Dirección IP de la Fuente Original (1)** |  |  |  |
| **Dirección IP Traducido de la Fuente (2)** |  |  |  |
| **Dirección IP Original del Destino(3)** |  |  |  |
| **Dirección IP de DestinoTranslated (4)** |  |  |  |

1. Original Host/Red IP
2. Remote BSE side Host/Network IP after NAT
3. Internal BSE destination Host/Network
4. Translated BSE destination Host/Network
5. Mark selected option
6. Static or Hide